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Klauzula informacyjna z art. 13 RODO – Informacje dotyczące przetwarzania danych osobowych 

przez Instytucję realizującą przedsięwzięcie. 

1. Administrator danych 

Administratorem danych jest Instytucja realizująca przedsięwzięcie, tj. Samodzielny Publiczny Zespół 

Zakładów Opieki Zdrowotnej w Wieluniu, ul. Szpitalna 16, 98-300 Wieluń. 

2. Inspektor Ochrony Danych 

Administrator powołał Inspektora Danych Osobowych, z którym można kontaktować się w sprawach 

dotyczących ochrony danych osobowych pod adresem siedziby Instytucji realizującej przedsięwzięcie 

oraz na adres skrzynki elektronicznej iod@szpital-wielun.pl 

3. Cel przetwarzania danych 

Instytucja realizująca przedsięwzięcie, przetwarza dane osobowe w celu realizacji postępowania o 

udzielenie zamówienia publicznego w zakresie projektu, wyboru najkorzystniejszej oferty a następnie 

zawarcia Umowy z podmiotem który będzie realizował projekt , ponadto dane osobowe będą 

przetwarzane w celach realizacji obowiązków prawnych w zakresie rozliczeń fiskalno-podatkowych, 

sprawozdawczych, kontrolnych podejmowanych w zakresie rozliczeń projektu, a także archiwizacyjnych 

zgodnie z przepisami o archiwach państwowych, zapisami JRWA i instrukcji kancelaryjnej. 

4. Podstawa prawna przetwarzania 

Instytucja realizująca przedsięwzięcie przetwarza dane osobowe na podstawie art. 18 Ustawy z dnia 11 

września 2019 Prawo zamówień publicznych a także Rozporządzeniem Ministra Rozwoju, Pracy i 

Technologii z dnia 23 grudnia 2020 r. w sprawie podmiotowych środków dowodowych oraz innych 

dokumentów lub oświadczeń, jakich może żądać Instytucja realizująca przedsięwzięcie od wykonawcy 

w postępowaniu o udzielenie , realizacji obowiązku prawnego w zakresie dokumentowania wydatków 

pod kątem fiskalno-podatkowym  art. 86 § 1 ustawy z dnia 29.08.97 Ordynacji podatkowej, art. 106i,112 

ustawy z dnia 11 marca 2004 o podatku od towarów i usług  w związku z art. 6 ust. 1 lit. c RODO;  

Instytucja realizująca przedsięwzięcie przetwarza również dane osobowe na podstawie zawartej 

umowy z podmiotem, który przystąpi do realizacji projektu w związku z art. 6 ust 1 lit b RODO; 

Ponadto, Instytucja realizująca przedsięwzięcie przetwarza dane osobowe na podstawie prawnie 

uzasadnionego interesu objawiającego się dochodzeniem roszczeń, obrona przed roszczeniami, 

przetwarzania danych osób wskazanych przez Wykonawcę do realizacji projektu w związku z art. 6 ust 

1 lit f RODO, a także na podstawie przepisów ustawy z dnia 14 lipca 1983 r. o narodowym zasobie 

archiwalnym i archiwach w związku z 6 ust. 1 lit. e RODO (ze względu na niezbędność przetwarzania 

tych danych do wykonania zadania realizowanego w interesie publicznym 

5. Okres przechowywania danych 

Instytucja realizująca przedsięwzięcie będzie przetwarzała dane osobowe przez okres realizacji Umowy 

oraz 3 lub 5 lat po realizacji Umowy zgodnie z art. 132 rozporządzenia 2018/10461, przepisami ustawy 

z dnia 17 lutego 2005 r. o informatyzacji działalności podmiotów realizujących zadania publiczne oraz 

ustawy z dnia 14 lipca 1983 r. o narodowym zasobie archiwalnym i archiwach. 

6. Rodzaje przetwarzanych danych 

Instytucja Odpowiedzialna za realizację Inwestycji przetwarza następujące kategorie danych 

osobowych: 

a) nazwa ostatecznego odbiorcy środków finansowych; 

b) nazwa wykonawcy i podwykonawcy, jeżeli końcowy odbiorca środków finansowych jest 

instytucją zamawiającą zgodnie z prawem unijnym lub krajowym dotyczącym zamówień 

publicznych; 
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c) imiona, nazwiska i daty urodzenia beneficjentów rzeczywistych podmiotu będącego odbiorcą 

środków finansowych lub wykonawcą, zgodnie z definicją zawartą w art. 3 pkt 6 dyrektywy 

Parlamentu Europejskiego i Rady (UE) 2015/849 z dnia 20 maja 2015 r. w sprawie zapobiegania 

wykorzystywaniu systemu finansowego do prania pieniędzy lub finansowania terroryzmu, 

zmieniająca rozporządzenie Parlamentu Europejskiego i Rady (UE) nr 648/2012 i uchylająca 

dyrektywę Parlamentu Europejskiego i Rady 2005/60/WE oraz dyrektywę Komisji 

2006/70/WE (Dz. U. UE. L. z 2015 r. Nr 141, str. 73, z późn. zm.) („dyrektywa 2015/849”); 

7. Dostęp do danych osobowych 

Dane osobowe mogą być powierzane lub udostępniane: 

Podmiotom świadczącym na rzecz Instytucji realizującej przedsięwzięcie usługi związane z obsługą, 

wsparciem oraz zapewnieniem łączności, w szczególności dostawcom rozwiązań IT i operatorom 

telekomunikacyjnym, organom administracji publicznej (na podstawie przepisów prawa), Organom Unii 

Europejskiej (na podstawie przepisów prawa), Podmiotom, którym Instytucja realizująca 

przedsięwzięcie powierzyła wykonywanie zadań w ramach realizowanego projektu 

Podmiotom przystępującym do realizacji postepowania o realizację zamówienia publicznego w formie 

protokołów przetargowych 

A ponadto, kancelariom prawnym, poczcie polskiej, audytorom 

8. Prawa osób, których dane dotyczą 

1) prawo dostępu do danych osobowych oraz otrzymania ich kopii – art. 15 RODO; 

2) prawo do sprostowania danych osobowych – art. 16 RODO; 

3) prawo żądania ograniczenia przetwarzania - jeżeli spełnione są przesłanki określone w art. 18 

RODO; 

4) prawo wniesienia sprzeciwu wobec przetwarzania danych osobowych - art. 21 RODO; 

5) prawo wniesienia skargi do Prezesa Urzędu Ochrony Danych Osobowych – art. 77 RODO. 

9.Zautomatyzowane podejmowanie decyzji 

Dane osobowe nie będą podlegały zautomatyzowanemu podejmowaniu decyzji, w tym 

profilowaniu. 

10.Przekazywanie danych do państwa trzeciego. 

Dane osobowe nie będą przekazywane do państwa trzeciego lub organizacji międzynarodowej innej 

niż Unia Europejska. 

Klauzula obowiązku informacyjnego z art. 14 RODO - Informacje dotyczące przetwarzania danych 

osobowych przez Instytucję Koordynującą w ramach Umowy 

1. Administrator danych 

Administratorem danych jest Instytucja Koordynująca, tj. Minister Funduszy i Polityki Regionalnej. 

Z Administratorem można skontaktować się pod adresem jego siedziby: ul. Wspólna 2/4, 00-926 

Warszawa. 

2. Inspektor Ochrony Danych 

Administrator powołał Inspektora Danych Osobowych, z którym można kontaktować się w sprawach 

dotyczących ochrony danych osobowych pod adresem siedziby Instytucji Koordynującej oraz na 

adres skrzynki elektronicznej iod@mfipr.gov.pl. 

3. Cel przetwarzania danych 

Instytucja Koordynująca, przetwarza dane osobowe w celu realizacji, kontroli, audytu i ewaluacji 

inwestycji w ramach planu rozwojowego będącej przedmiotem niniejszej Umowy. Ponadto dane 

osobowe będą przetwarzane w celach archiwizacyjnych zgodnie z przepisami o archiwach 

mailto:iod@mfipr.gov.pl
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państwowych oraz zgodnie z przepisami o informatyzacji działalności podmiotów realizujących 

zadania publiczne. 

4. Podstawa prawna przetwarzania 

Instytucja Koordynująca przetwarza dane osobowe na podstawie art. 14lzj w związku z art. 14lzm 

ustawy w związku z art. 6 ust. 1 lit. c RODO (przetwarzanie jest niezbędne do wypełnienia obowiązku 

prawnego ciążącego na administratorze). 

Instytucja Koordynująca przetwarza również dane osobowe na podstawie przepisów ustawy z dnia 

17 lutego 2005 r. o informatyzacji działalności podmiotów realizujących zadania publiczne 

(Dz. U. z 2024 r. poz. 307) oraz ustawy z dnia 14 lipca 1983 r. o narodowym zasobie archiwalnym i 

archiwach (Dz. U. z 2020 r. poz. 164, z późn. zm.) w związku z 6 ust. 1 lit. e RODO (ze względu na 

niezbędność przetwarzania tych danych do wykonania zadania realizowanego w interesie publicznym 

lub w ramach sprawowania władzy publicznej powierzonej administratorowi). 

5. Okres przechowywania danych 

Instytucja Koordynująca będzie przetwarzała dane osobowe przez okres realizacji Umowy oraz 3 lub 

5 lat po realizacji Umowy zgodnie z art. 132 rozporządzenia 2018/10461, przepisami ustawy z dnia 

17 lutego 2005 r. o informatyzacji działalności podmiotów realizujących zadania publiczne oraz 

ustawy z dnia 14 lipca 1983 r. o narodowym zasobie archiwalnym i archiwach. 

6. Rodzaje przetwarzanych danych 

Instytucja Odpowiedzialna za realizację Inwestycji przetwarza następujące kategorie danych 

osobowych: 

a) nazwa ostatecznego odbiorcy środków finansowych; 

b) nazwa wykonawcy i podwykonawcy, jeżeli końcowy odbiorca środków finansowych jest 

instytucją zamawiającą zgodnie z prawem unijnym lub krajowym dotyczącym zamówień 

publicznych; 

c) imiona, nazwiska i daty urodzenia beneficjentów rzeczywistych podmiotu będącego odbiorcą 

środków finansowych lub wykonawcą, zgodnie z definicją zawartą w art. 3 pkt 6 dyrektywy 

Parlamentu Europejskiego i Rady (UE) 2015/849 z dnia 20 maja 2015 r. w sprawie zapobiegania 

wykorzystywaniu systemu finansowego do prania pieniędzy lub finansowania terroryzmu, 

zmieniająca rozporządzenie Parlamentu Europejskiego i Rady (UE) nr 648/2012 i uchylająca 

dyrektywę Parlamentu Europejskiego i Rady 2005/60/WE oraz dyrektywę Komisji 

2006/70/WE (Dz. U. UE. L. z 2015 r. Nr 141, str. 73, z późn. zm.) („dyrektywa 2015/849”); 

7. Dostęp do danych osobowych 

Dane osobowe mogą być powierzane lub udostępniane: 

• Podmiotom świadczącym na rzecz Instytucji Koordynującej usługi związane z obsługą i rozwojem 

systemów teleinformatycznych oraz zapewnieniem łączności, w szczególności dostawcy 

rozwiązań IT i operatorzy telekomunikacyjni/, 

• Organom administracji publicznej (na podstawie przepisów prawa), 

• Organom Unii Europejskiej (na podstawie przepisów prawa), 

• Podmiotom, którym Instytucja Koordynująca powierzyła wykonywanie zadań w ramach planu 

rozwojowego. 

8. Prawa osób, których dane dotyczą 

1) prawo dostępu do danych osobowych oraz otrzymania ich kopii – art. 15 RODO; 

2) prawo do sprostowania danych osobowych – art. 16 RODO; 

3) prawo żądania ograniczenia przetwarzania - jeżeli spełnione są przesłanki określone w art. 18 

RODO; 
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4) prawo wniesienia sprzeciwu wobec przetwarzania danych osobowych - art. 21 RODO; 

5) prawo wniesienia skargi do Prezesa Urzędu Ochrony Danych Osobowych – art. 77 RODO. 

9. Źródło pochodzenia danych osobowych 

Instytucja Koordynująca otrzymała dane osobowe Instytucji odpowiedzialnej za realizację inwestycji, 

tj. od Ministra Zdrowia. 

10.Zautomatyzowane podejmowanie decyzji 

Dane osobowe nie będą podlegały zautomatyzowanemu podejmowaniu decyzji, w tym 

profilowaniu. 

11.Przekazywanie danych do państwa trzeciego. 

Dane osobowe nie będą przekazywane do państwa trzeciego lub organizacji międzynarodowej innej 

niż Unia Europejska. 

 

Informacje dotyczące przetwarzania danych osobowych przez Instytucję Odpowiedzialną za 

realizację Inwestycji w ramach Umowy 

12.Administrator danych 

Administratorem danych jest Instytucja Odpowiedzialna za realizację Inwestycji, tj. Minister Zdrowia. 

Z Administratorem można skontaktować się pod adresem jego siedziby: ul. Miodowa 15, 00-952 

Warszawa. 

13.Inspektor Ochrony Danych 

Administrator powołał Inspektora Danych Osobowych, z którym można kontaktować się w sprawach 

dotyczących ochrony danych osobowych pod adresem siedziby Instytucji Odpowiedzialnej za 

Inwestycję oraz na adres skrzynki elektronicznej iod@mz.gov.pl. 

14.Cel przetwarzania danych 

Instytucja Odpowiedzialna za realizację Inwestycji, przetwarza dane osobowe w celu realizacji, 

kontroli, audytu i ewaluacji inwestycji w ramach planu rozwojowego będącej przedmiotem niniejszej 

Umowy. Ponadto dane osobowe będą przetwarzane w celach archiwizacyjnych zgodnie z przepisami 

o archiwach państwowych oraz zgodnie z przepisami o informatyzacji działalności podmiotów 

realizujących zadania publiczne. 

15.Podstawa prawna przetwarzania 

Instytucja Odpowiedzialna za realizację Inwestycji przetwarza dane osobowe na podstawie art. 14lzj 

w związku z art. 14lzm ustawy w związku z art. 6 ust. 1 lit. c RODO (przetwarzanie jest niezbędne do 

wypełnienia obowiązku prawnego ciążącego na administratorze). 

Instytucja Odpowiedzialna za realizację Inwestycji przetwarza również dane osobowe na podstawie 

przepisów ustawy z dnia 17 lutego 2005 r. o informatyzacji działalności podmiotów realizujących 

zadania publiczne oraz ustawy z dnia 14 lipca 1983 r. o narodowym zasobie archiwalnym i archiwach 

w związku z 6 ust. 1 lit. e RODO (ze względu na niezbędność przetwarzania tych danych do wykonania 

zadania realizowanego w interesie publicznym lub w ramach sprawowania władzy publicznej 

powierzonej administratorowi). 

16.Okres przechowywania danych 

Instytucja Odpowiedzialna za realizację Inwestycji będzie przetwarzała dane osobowe przez okres 

realizacji Umowy oraz 3 lub 5 lat po realizacji Umowy zgodnie z art. 132 rozporządzenia 2018/1046, 

przepisami ustawy z dnia 17 lutego 2005 r. o informatyzacji działalności podmiotów realizujących 

zadania publiczne oraz ustawy z dnia 14 lipca 1983 r. o narodowym zasobie archiwalnym i archiwach. 

17.Rodzaje przetwarzanych danych 
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Instytucja Odpowiedzialna za realizację Inwestycji przetwarza następujące kategorie danych 

osobowych: 

a) nazwa ostatecznego odbiorcy środków finansowych; 

b) nazwa wykonawcy i podwykonawcy, jeżeli końcowy odbiorca środków finansowych jest 

instytucją zamawiającą zgodnie z prawem unijnym lub krajowym dotyczącym zamówień 

publicznych; 

c) imiona, nazwiska i daty urodzenia beneficjentów rzeczywistych podmiotu będącego odbiorcą 

środków finansowych lub wykonawcą, zgodnie z definicją zawartą w art. 3 pkt 6 dyrektywy 

2015/849; 

18.Dostęp do danych osobowych 

Dane osobowe mogą być powierzane lub udostępniane: 

• Podmiotom świadczącym na rzecz Instytucji Koordynującej usługi związane z obsługą i rozwojem 

systemów teleinformatycznych oraz zapewnieniem łączności, w szczególności dostawcy 

rozwiązań IT i operatorzy telekomunikacyjni/, 

• Organom administracji publicznej (na podstawie przepisów prawa), 

• Organom Unii Europejskiej (na podstawie przepisów prawa), 

• Podmiotom, którym Instytucja Koordynująca powierzyła wykonywanie zadań w ramach planu 

Rozwojowego 

19.Prawa osób, których dane dotyczą 

1) prawo dostępu do danych osobowych oraz otrzymania ich kopii – art. 15 RODO; 

2) prawo do sprostowania danych osobowych – art. 16 RODO; 

3) prawo żądania ograniczenia przetwarzania - jeżeli spełnione są przesłanki określone w art. 18 

RODO; 

4) prawo wniesienia sprzeciwu wobec przetwarzania danych osobowych - art. 21 RODO; 

5) prawo wniesienia skargi do Prezesa Urzędu Ochrony Danych Osobowych – art. 77 RODO. 

20.Źródło pochodzenia danych osobowych 

Instytucja Odpowiedzialna za realizację Inwestycji otrzymała dane osobowe Ostatecznego odbiorcy 

wsparcia za pomocą systemu teleinformatycznego CST 2021 a także dokumentów dostarczonych 

przez Wnioskodawców. 

21.Zautomatyzowane podejmowanie decyzji 

Dane osobowe nie będą podlegały zautomatyzowanemu podejmowaniu decyzji, w tym 

profilowaniu. 

22.Przekazywanie danych do państwa trzeciego. 

Dane osobowe nie będą przekazywane do państwa trzeciego lub organizacji międzynarodowej innej 

niż Unia Europejska. 

……………………………………………………………….. 

Data, podpis 


